
	

	 	 	
	

Attorney General Raul Labrador  
Office of the Idaho Attorney General  
Consumer Protection Division 954 W. Jefferson, 2nd 
Boise, ID 83702 
 
 
Per state statute 28-51-105, we are informing you that we were notified by our hosted 
student information system, PowerSchool, that they had a cybersecurity incident. The 
following message is from PowerSchool: 
  
The Nampa School District had became aware of a potential cybersecurity incident 
involving unauthorized access to certain PowerSchool SIS information through one of 
our community-focused customer portals, PowerSource. We have taken all appropriate 
steps to prevent the data involved from further unauthorized access or misuse. The 
incident is contained and we do not anticipate the data being shared or made public. 
PowerSchool is not experiencing, nor expects to experience, any operational disruption 
and continues to provide services as normal to our customers. 
  
As soon as we learned of the incident, we immediately engaged our cybersecurity 
response protocols and mobilized a cross-functional response team, including senior 
leadership and third-party cybersecurity experts. 
  
PowerSchool is committed to protecting the security and integrity of our applications. We 
take our responsibility to protect student data privacy and act responsibly as data 
processors extremely seriously. Our priority is to support our customers through this 
incident and to continue our unrelenting focus on data security. 
  
PowerSchool is committed to providing affected customers, families, and educators with 
the resources and support they may need as we work through this together. 
  
We will work closely with Power School to verify that no student/staff Personally 
Identifiable Information (PII) was accessed if any PII was identified we will work with 
Power School to communicate with our stakeholders about this information and supports 
available to the individuals impacted. 
  
Sincerely, 

 
Cody Kreps 
Director of Information Services 
Nampa School District #131 
	


